
 

 

 

 
 

 

 

 

 
 

 

 

 

 

 

Универзална Инвестициона Банка – УНИ Банка АД,  бара Офицер за сајбер безбедност (локација 

Скопје) кој ќе ја организира, координира и надгледува примената на законските и интерните 

политики за сајбер безбедност, во согласност со важечката регулатива. 

 

Офицер за Сајбер безбедност во Дирекција Сигурност  
 

Минимални квалификации: 

− Високо образование од областа на ИКТ, телекомуникации, безбедност или право, 

− Докажани стручни знаења и практично искуство во сајбер безбедност, 

− Познавање MS Office и англиски јазик, 

− Висока мотивираност за остварување на зададените цели и за стекнување на нови 

знаењa, 

− Способност за самостојно планирање, организирање и навремено исполнување на 

задачите. 

Посакувани квалификации кои ќе се сметаат за предност: 

− Релевантни сертификати (на пр. CISSP, CISM, ISO, IEC 27001 LA , LI), 

− Искуство со управување на програми за усогласеност, ревизии и инцидент-менаџмент, 

− Познавање на ENISA насоки, NIS2 добри практики, ISO 27001/2 контроли, SOC и  

CSIRT процеси, 

− Одлични комуникациски и координациски вештини. 

 



 

Клучни задачи и овластувања. Офицерот ќе биде одговорен за: 

• Спроведување и надзор на примената на Законот и подзаконските акти; 

• Следење и примена на релевантни меѓународни стандарди и правила за сајбер безбедност; 

• Изработка и спроведување на програма за сајбер безбедност (политики, процедури, мерки; 

ИТ и оперативна технологија - ОТ;  

• Откривање структурни и системски слабости и ризици во информатички комуникациски 

систем - ИКС и инфраструктура; 

• Дефинирање сценарија и процена на ризици, поставување систем за управување со ризици; 

редовно следење на ранливости;  

• Координација на процесите за проценка на ризици (најмалку два пати годишно) и обуки за 

управни органи и вработени; 

• Усогласување и надзор на технички, оперативни и организациски мерки пропорционални 

на ризикот;  

• Осигурување процедури за континуитет на работење, инцидент-менаџмент, управување со 

резервни копии, кризен менаџмент, безбедност на набавки и развој, контрола на пристап и 

човечки ресурси, криптографија, процени на ефикасност и сајбер хигиена и  

• Координација на пријавување значајни инциденти и закани кон надлежниот CSIRT во рок 

до 3 часа од дознавање.  

Бенефиции: 

• Политика за наградување преку систем на бонуси; 

• Можност за влијание врз сајбер отпорноста на УНИ Банка АД; 

• Поддршка за обуки и професионален развој преку редовни интерни обуки согласно 

законските обврски;  

• Колективно осигурување од незгода, дополнително здравствено осигурување; 

• Спортски и тим билдинг активности. 

 

Работното време е 8 часа дневно, односно 40 часа неделно, од понеделник до петок. 

 

Доколку сте одговорна, прецизна и активна личност, ориентирана кон остварување на високи 

резултати, придружете се и Вие кон успешниот тим на професионалци! 

 

На нашите вработени им нудиме динамична работа со можност за професионален развој и 

усовршување, како и одлични услови за работа во средина со амбициозен и професионален тим 

Заинтересираните кандидати кои ги исполнуваат наведените услови, потребно е да испратат кратка 
биографија на македонски јазик на jobs@unibank.com.mk,најдоцна до 26.02.2026 година. 

 

*Вашата апликација ќе се третира строго доверливо. Само кандидатите кои ги исполнуваат потребните квалификции и услови ќе бидат повикани на интервју. 
Процесот на селекција ќе биде финализиран во законски обврзаниот рок во зависност од бројот на апликанти. Доколку на јавниот оглас се пријавиле до 200 
кандидати за едно работно место изборот се врши во рок од 45 дена, од 201 до 500 кандидати за едно работно место изборот се врши во рок од 90 дена и над 
500 кандидати за едно работно место изборот се врши во рок од 120 дена, по истекот на рокот на пријавувањето.  
Со аплицирање за оваа работна позиција, се согласувате Банката да може да ги собира, обработува и чува вашите лични податоци за потребите на процесот на 
регрутација за цело време додека трае истиот, а по завршувањето на истиот податоците може да се чуваат во базата на податоци на Банката за регрутациски 
потреби согласно законсите прописи. Согласноста може да ја повлечете во секое време со доставување на барање за истото на следниот линк: 
zlp@unibank.com.mk 
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